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Introduction.  Since the end of the conflict in Vietnam, the Marine Corps has conducted military operations in a variety of situations and geographical areas.  The majority of these operations have seen the establishment of combat service support sites and expeditionary airfields in the MAGTF rear areas.  The need for combat service support and aviation units to possess the capability to protect themselves while simultaneously providing support has become increasingly evident.

With this requirement in mind, the rear area security instruction given at The Basic School focuses on company grade officers in combat service support specialties who face the very realistic possibility of being responsible for organizing the security of an expeditionary airfield or combat service support site during operations similar to those recently conducted in Lebanon, Saudi Arabia, Kuwait, Republic of Korea, northern Iraq, Norway, Somalia, and Haiti.  While rear area security is critical at every level, the instruction that you will receive is focused on operations at the Marine expeditionary unit level.  The MEU is the typical unit involved in the majority of recent contingency operations as well as routine deployment and training commitments worldwide.  This instruction draws heavily upon instruction received previously.  Much of the knowledge gained from weapons employment, antiterrorist, engineer, and defensive tactics classes applies significantly when planning and organizing rear area security.

Definitions.  

Rear Area.  For any particular unit, the rear area is the area extending forward from its rear boundary to the rear of the area of responsibility of the next lower unit.  The rear area is provided primarily for the performance of combat service support functions.

MAGTF Rear Area.  The MAGTF rear area is the area extending rearward from the rear boundary of the ground combat element to the MAGTF rear boundary (OH 2-6).  For a MEU, the MAGTF rear area normally would be a relatively small area encompassing all the combat service support facilities  for the various elements of the MSSG and potentially some elements of the composite squadron (ACE).

An MSSG typically consists of the following detachments:

· Landing support

· Maintenance

· Motor transport

· Engineers

· Supply

· Medical/dental

· Headquarters

· Communications

· Military police

· Refuelers

· Cooks

· Water purification

Rear Area Security (RAS).  Rear area security consists of “the measures taken prior to, during, and/or after an enemy airborne attack, sabotage action, infiltration, guerrilla action, and/or initiation of psychological or propaganda warfare to minimize the effects thereof” (JCS Pub-1-02).

RAS Objective.  The objective of rear area security is to provide for the defense of all forces operating within the MAGTF rear area so that those functions associated with rear area operations may continue uninterrupted with minimum degradation of combat service support operations (OH 2-6).

Principles of Rear Area Security (RAS).  The basic principles of RAS are that

· RAS is the MAGTF commander's responsibility.  The MAGTF commander (in this case the MEU commander) is responsible for the security of the MAGTF rear area and usually delegates the responsibility to coordinate the RAS mission to a subordinate commander, normally the MSSG commander.

· Units are responsible for their own local security.  Unit security is an inherent responsibility at every level of command.  Sufficient personnel and adequate equipment must be allocated or task organized in response to the threat assessment.  Rear area units must establish and implement security measures that provide for in-depth security that will nullify or reduce the effectiveness of enemy attacks or intrusions.

· The RAS effort will place minimal reliance on the GCE.  GCE assets should only be used for RAS missions in an emergency.

· The RAS effort must be proportional to the threat.  The degree of security provided must be sufficient to ensure that rear area operations continue with minimum disruption, yet not be so demanding or restrictive on rear area units that it degrades the availability of support.

MEU Level Planning.  The MEU commander's operation order will

· Clearly state the missions of the

· BLT

· MSSG

· Squadron

· Assign

· One element commander (usually the MSSG CO) as the rear area security coordinator (RASC).

· General or specific areas to establish CSS sites

The RASC ensures that planning includes the

· Establishment of redundant facilities

· Assets and materials for hardening those facilities

· Mutual support between facilities

· Convoy protection

This planning ensures that no one capability, unique facility, or CSS function can be destroyed in one enemy attack.  The intent of a strong RAS posture is to deter the enemy from attacking by presenting a defensive posture so strong that it would require the massing of substantial forces to successfully attack the site.

The RASC prepares the RAS scheme of maneuver based upon the estimate of the situation (METT-TSL).  The RASC plan will follow all of the principles of organizing a deliberate defense with special emphasis on the need to provide maximum all-around security.  The security will utilize a minimum of available forces in order to minimize disruptions to primary support missions.

RAS Command and Control.

Rear Area Security Coordinator (RASC).  The RASC will have coordinating authority over all elements in the MEU rear area.  Normally, the MSSG commander will be the RASC.

Combat Service Support Operations Center (CSSOC).  The CSSOC is the central installation from which the MSSG commander exercises command and control.  All tactical MSSG radio nets terminate in the CSSOC.  The CSSOC is manned 24 hours a day during combat operations.

Rear Area Operations Center (RAOC).  The RAOC is a subordinate section within the CSSOC and is the point from which the tactical security officer (TSO) controls the security force.

Tactical Security Officer (TSO).  The TSO is normally a company grade officer assigned to the MSSG.  The TSO is responsible for the planning and implementing the defensive plan for the CSS site and will serve as the platoon commander for the security force.  The TSO is often removed from his primary billet in order to devote adequate time to the many requirements associated with the duties of the TSO.  The TSO answers directly to the MSSG S-3 officer. 

Enemy Threat.  
The broad spectrum of enemy actions that could potentially be directed toward rear area units requires a great degree of flexibility and ingenuity when planning and organizing.  Recent experience has shown that while some security considerations remain constant, each situation will bring its own unique problems—be it cultural, political, terrain, weather, etc.

As you learn about the three threat-response levels, you will realize that the majority of the rear area security instruction is aimed at countering Level I threats.  The type of enemy actions against rear area units is quite often very different than those directed against ground combat elements operating in forward areas.  During contingency operations and routine exercises around the world, the threat most often faced by rear area units at the MEU level will be those Level I actions which you learned about in B0213, Antiterrorism/Force Protection.

Threat Response Levels.  The three threat response levels are described in the table below.

	Threat Response Level
	Definition
	Examples

	I
	Enemy actions which can be defeated by local defense
	· Enemy controlled agents whose primary mission is

· Espionage

· Interdiction

· Subversion

· Sabotage by enemy sympathizers is possible when civilians are within the MAGTF area of operations.  Activities could include acts of

· Sabotage

· Arson

· Theft

· Assassinations

· Civil disturbances, etc.

· Terrorists who attempt to further their cause through acts of violence including

· Bombings

· Arson

· Vehicle/aircraft hijacking

· Ambushes

· Kidnappings

· Hostage-taking

· Robbery

· Assassination

	II
	Threats which are usually beyond the capabilities of the security force, but which can be defeated by external reaction forces
	· Diversionary and sabotage operations by enemy special warfare/unconventional warfare forces

· Raid and reconnaissance missions conducted by enemy combat units

	III
	Threats of such significance that the MAGTF commander would probably commit elements of the GCE to counter the threat
	· Helicopter-borne operations

· Airborne operations

· Amphibious operations


Enemy attacks on the MEU rear area may

· Force the MEU commander to divert combat forces from their primary mission.

· Require the MSSG to concentrate on RAS tasks thereby degrading support to other elements within the MEU.

· Cause a loss of tactical mobility by disrupting resupply routes. 

· Force CSS units to disperse to an extent greater than desirable for mission accomplishment.

· Cause civilian labor to quit or be withdrawn from assisting support operations.

· Force MSSG to move to less suitable areas to enhance survivability.

Civil Affairs Considerations.  Officials at various levels of the United States government and military command structures normally handle many of the considerations and actions listed below.  These officials, acting in conjunction with representatives of the host nation and allied nations, will shape the policies, goals, and missions, which will directly impact the operations your unit conducts.  Once formulated and authorized, these measures are usually forwarded down the chain of command for implementation.

US embassy/Department of State personnel will

· Clarify the established policies of the U.S. government

· Conduct or aid in the conduct of many of the concerns in the table below

	Local Populace
	Host Nation and Allied Military Forces
	Other Agencies or Organizations Operating in the Area

	· Exchange points of contact

· Establish regular meetings with appointed representatives

· Ensure complete understanding of boundaries and off-limits areas

· Specify actions that will be considered hostile

· Specify desired actions for civilians during any foreseeable situation (shelling, riots, etc.)
	· Exchange liaison officers and establish direct communications

· Mutual understanding of each other's mission, intentions, and areas of operation

· Rules of engagement similarities and differences
	· UN forces

· Relief organizations


Public Affairs Considerations.  Recent operations have seen the extensive employment of Marines in public affairs specialties.  The very location of most combat service support units usually ensures the presence of civilian media personnel aggressively seeking interviews, comments, pictures, etc.  In situations such as these, designated public affairs officials usually serve as the point of contact for all civilian journalists, etc.  Ideally, public affairs issues should be discussed in great detail prior to the start of an operation.  At a minimum, your Marines should know

· The designated point of contact for reporters and media

· What they cannot talk about for security reasons

· The rules under which media personnel are operating (escort requirements, etc.)

· The mission of their unit (why they are there)

· How to avoid common pitfalls such as

· Being quoted out of context

· Being baited by a reporter

· "Off the record" comments, etc.

· What to do if approached by an unauthorized reporter

CSS Site Selection Considerations.  Higher authority often dictates the actual site location, but the following considerations apply to site selection:

· Must be coordinated with host nation, etc.

· Should be adjacent to roads, trails, landing zones, water ways, ports, etc., that facilitate motorized resupply convoys and heliborne resupply/support missions.

· Must not be located in an area in which enemy activity is high enough to seriously threaten the CSS functions of the unit.

· Should be large enough to allow for dispersion of work, storage, and equipment sites.

· Must be defendable relative to the enemy threat/tactics.

· Ideally, is isolated from pedestrian and vehicular traffic.
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